CHAPTER 9

International Legal Norms in Cyberspace: Evolution of China’s National Security Motivations

Greg Austin

China, like most states, has sought to ensure that its interests are protected both by existing international law and in any discussion of emerging international legal norms. This chapter addresses China’s pursuit of that goal in respect of its national security interests in cyberspace.¹ There is a brief overview of four essential background issues: the political character of norm diplomacy by any state, the security interests China has in cyberspace, the epistemic community in China involved in norm diplomacy, and the evolution of China’s military cyber policy. The chapter then outlines three phases in cyber norm diplomacy by China: slow start (1998-2005), higher tempo where cyber war is more central (2006-2013), and the upgrade to a ‘cyber power’ ambition (2014 and beyond). The chapter ends with a short conclusion.

1. Legal Norms in Practical Diplomacy for Cyberspace

Diplomacy is in part a contest over the right to dictate international legal norms, how to have the upper hand in shaping them, or how to interpret and implement existing norms. Table 1 sets out this author’s assumptions about the politicised terrain of norm formation in general and in respect of cyberspace in particular.

¹ The author would like to acknowledge the useful comments by Professor Shen Yi of Fudan University, Jamie Collier of Oxford University and several anonymous reviewers.
An international legal norm can be one that is universally agreed (and therefore of universal application), or one limited to a group of consenting states (applying only to them). This distinction can be seen in the approach of the United States to the United Nations Convention on the Law of the Sea, which has near universal force in its entirety (subject to reservations lawfully registered and where permissible) but which the US honours only in so far as it reflects (in the US view) customary international law.\(^2\) Universality of a norm, including implementation of all parts of it in its entirety, is not a prerequisite for it to be regarded as an international legal norm.

Under international law, each state is equal to all others in its right to offer interpretations of the meaning of its normative obligations. It must however rely on the court of international public opinion to win such claims. Therefore, China is as much a subject of norms and norm formation (along with almost 200 other states) as it is a state seeking to shape norms. China is obliged to be a norm-taker (analogy with ‘price taker’ in economics)\(^3\) to a large degree, even as it aspires to be a norm-maker.

There should be no presumption of any kind regarding the potential universal appeal or moral rectitude of a normative proposition advanced by one state or another. A legal norm is the result of diplomatic compromise among the states which crafted it. Moral rectitude is in the eye of the beholder. Thus any privileging of one country’s normative position over that of another state – for example suggesting that the US position is preferred over China’s – is a statement of an individual ethical choice not one of political or legal analysis. The ethical terrain of cyberspace carries important dilemmas for states of all political stripes yet the need for new normative behaviours is urgent, as many of them have argued,\(^4\) with considerable support from scholars.\(^5\)

---

\(^2\) There are many iterations of this principle by the US. See for example, Office of the General Counsel of the National Oceanic and Atmospheric Administration, ‘Law of the Sea Convention,’ http://www.noaa.gov/cgil_los.html: ‘Although not yet a party to the treaty, the US nevertheless observes the UN LOSC as reflective of customary international law and practice;’ see also Hillary Rodham Clinton, US Department of State, Testimony before the Senate Committee on Foreign Relations (Washington DC: 2012), http://www.state.gov/secretary/20092013clinton/rm/2012/05/190685.htm: ‘As a non-party to the convention, we rely – we have to rely – on what is called customary international law as a legal basis for invoking and enforcing these norms.’

\(^3\) See for example Paul Krugman and Robin Wells, Economics, third edition (New York: Palgrave Macmillan, 2012), 16, https://books.google.com.au/books?id=_2YdBQAAQBAJ: ‘A producer is a price taker when its actions cannot affect the market price or moral rectitude of a normative proposition advanced by one state or another. A legal norm is the result of diplomatic compromise among the states which crafted it. Moral rectitude is in the eye of the beholder. Thus any privileging of one country’s normative position over that of another state – for example suggesting that the US position is preferred over China’s – is a statement of an individual ethical choice not one of political or legal analysis. The ethical terrain of cyberspace carries important dilemmas for states of all political stripes yet the need for new normative behaviours is urgent, as many of them have argued, with considerable support from scholars.’

\(^4\) The best locations for government statements and analyses include UN documents, documentation on various conferences in its entirety, is not a prerequisite for it to be regarded as an international legal norm.

\(^5\) For example Paul Krugman and Robin Wells, Economics, third edition (New York: Palgrave Macmillan, 2012), 16, https://books.google.com.au/books?id=_2YdBQAAQBAJ: ‘A producer is a price taker when its actions cannot affect the market price or moral rectitude of a normative proposition advanced by one state or another. A legal norm is the result of diplomatic compromise among the states which crafted it. Moral rectitude is in the eye of the beholder. Thus any privileging of one country’s normative position over that of another state – for example suggesting that the US position is preferred over China’s – is a statement of an individual ethical choice not one of political or legal analysis. The ethical terrain of cyberspace carries important dilemmas for states of all political stripes yet the need for new normative behaviours is urgent, as many of them have argued, with considerable support from scholars.’
Table 1. Indicative list of assumptions about the normative terrain of cyberspace.

<table>
<thead>
<tr>
<th>Assumptions about the terrain of norms in international law</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Politics, like diplomacy, is a contest over the right to dictate norms or at least have the upper hand in shaping norm development OR shaping an argument about how to interpret and implement existing norms.</td>
</tr>
<tr>
<td>2. An international legal norm can be one that is universally agreed (with universal application) or one limited to a group of consenting states (applying only to the consenting states).</td>
</tr>
<tr>
<td>3. Most new international legal norms with universal application usually take decades to develop and become accepted as norms.</td>
</tr>
<tr>
<td>4. Norms are often constituted by ‘regimes’ (of practice) that subsequently become legal norms.</td>
</tr>
<tr>
<td>5. Normative behaviours (such as consultation, self-restraint and dispute resolution by peaceful means) can be adjuncts to or even substitutes for legal norms.</td>
</tr>
<tr>
<td>6. Practices unregulated by norms coexist with emerging norms, universally accepted norms, and contested norms.</td>
</tr>
<tr>
<td>7. Discussions are often confounded by loose usage of the term ‘norms’ which has several meanings depending on the context (international legal norms, domestic legal norms, moral norms, political norms, professional norms, business norms, and so on).</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Additional assumptions about cyberspace norms</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Cyberspace is ubiquitous and highly variegated: the contest over norms, laws and practices of cyberspace is ubiquitous and highly variegated.</td>
</tr>
<tr>
<td>2. Some examples of the wide scope of cyberspace norms can be found in many areas of international law that directly touch on cyberspace issues, including intellectual property law, trade law, investment law, labour law, human rights, state responsibility, diplomatic (sovereign) immunity, law of the sea (cable protection), air and space law (satellite protection), air traffic control, disaster relief, pandemic control, laws of armed conflict, private international law, extradition treaties, and non-aggression treaties.</td>
</tr>
<tr>
<td>3. Ethical and political contest between states over the meaning of existing or emerging norms is severely magnified and exaggerated at all levels by the power of citizens accessing the internet and of private corporations who choose to mount active opposition to state preferences.</td>
</tr>
<tr>
<td>4. States are only one category of actor in cyberspace and they cannot exercise a monopoly position on shaping legal norms (power and authority are distributed away from states).</td>
</tr>
</tbody>
</table>

2. China Security Interests for Norms in Cyberspace

China has participated constructively in most international regimes governing cyberspace and observed most existing international law (legal norms), while contesting aspects of others, or pushing for new regimes and new norms. On the whole, it has maintained a positive record, with the main exception being its approach to human rights norms and a lesser exception being its approach to norms on protection of intellectual property rights affected by cyber espionage. China has been a participant in what Benson described as the ‘spontaneous evolution of cyber law’. In looking at the full scope of the regime complex underpinning the evolution of norms for cyberspace, it is clear that China has been active in most of the forums identified by Joe

---


Nye. In this, it has often been a cooperative contributor to evolution of certain types of international legal norms, though these have usually been those less politicised and more related to business, the economy, trade, investment and technical standards. One indication of China’s intent and exemplary record and attention to detail in these broader areas of economic security can be seen in the fact that a Chinese national, Zhao Houlin, secured international support in 2014 to head the International Telecommunications Union, having served as its Deputy Director General for seven years. Under his chairmanship, the conversations in the World Conference on International Telecommunications in 2015 were markedly different from the confrontational theatrics of the 2012 meeting, a fact that secured praise from the US.8

Looking at China’s security interests in international aspects of cyberspace somewhat more narrowly, we can see that they are substantial and some cut across issues of the economy, business and technology transfer. They include:

- Preventing foreign interference in China’s political sovereignty over Taiwan and Tibet;
- Constraining foreign actors from undermining the rule of the Communist Party;
- Preventing armed conflict;
- Constraining the military capability of its potential enemies;
- Maximising the country’s military potential;
- Contingency planning for armed conflict;
- Intelligence collection and assessment;
- Protecting state secrets;
- Development of its defence industry base;
- Development of its national skills base for its military personnel;
- The protection of national critical information infrastructure (CII); and
- Mobilisation of the national economy and society in war-time if needed.9

Official Chinese views on these security needs in cyberspace are not usually documented in one place in such a comprehensive fashion but can be found in a variety of documents such as government defence white papers published every two years, especially the 2015 paper,10 and the 2010 White Paper on the Internet in China.11

---

China, like many states, has not articulated in consistent detail how all of its individual security interests may be served by advocacy of this or that norm in cyberspace. This has left open the opportunity for speculation by analysts.

Security analysts in both the West and in China have often seen its position as focused largely on the fourth point in the list above: the need to constrain the cyber military capability of its potential adversaries. This has indeed been a high interest. Such a preoccupation would explain why China has focused some of its activities within the framework of the arms control mechanisms of the United Nations, especially the First Committee of the General Assembly. But China’s interest in framing limitation of cyber weapons as a broad objective does not appear to have been followed up by its officials in any detail at the inter-governmental level.\textsuperscript{12} It has subsumed this goal in pushing for reflection on and constraint of impulses toward militarisation of cyberspace, even though it very clearly joined the same trend in February 2014 when President Xi Jinping declared that the government would do everything necessary for China to become a ‘cyber power’.\textsuperscript{13}

That goal of constraining US cyber military power had in fact been just one of many national security priorities for China in its norm entrepreneurship for cyberspace. A wider view of its goals in cyberspace is both possible and necessary, not just within the international security domain but also outside it. First, China’s national security interests are quite diverse and span a vast territory of policy interests. It is almost impossible to disaggregate any single one of them from others as a security motivator for China’s position on cyberspace legal norms. Second, China has pursued cyberspace norm development for its national security interests hand in glove with its approach in areas affecting the economy, trade and development. The two domains of policy (national security and economic prosperity) are inextricably linked in China’s conceptions of contemporary world order. China sees itself as needing a baseline of normative behaviour on cyberspace issues in order to maximise its economic exchange with the US, Japan and the European Union that it sees as essential for building an advanced military industrial base. Third, conflict prevention (stopping the escalation of political disputes to military confrontation) is also a paramount objective for China’s leaders. At the same time, China has not for decades seen armed conflict with major powers as imminent and in that context has not been averse to active cyber probing of other countries’ defences and civil infrastructure. It has clearly judged such actions to be low risk and low cost, and not prohibited by international law.

A wider view of national security, extending beyond the narrowly governmental or narrowly military, is also dictated by the fact that in cyberspace affairs, there are few neat boundaries between governments and the private sector, or to put the same point

\textsuperscript{12} It has figured prominently in Track 2 discussions involving Chinese officials.

differently, between the national security aspects and the economic security aspect of cyberspace.

I have found only a small number of independent scholarly works that address the subject of this chapter systematically or in much detail. These include a number of articles by Chinese specialists about their government’s approach to legal norms for cyberspace,\(^\text{14}\) and these are complemented by a number of reports of international working groups involving Chinese participants.\(^\text{15}\)

In terms of analyses outside the country, a short 2014 review on ‘China and International Law in Cyberspace’ provides a snapshot assessment of the situation around the end of 2013.\(^\text{16}\) It observed that China’s approach to norms for cyberspace was different to those of the US, though the bulk of the article bears out the opposite conclusion – that there has been more common ground than division. It noted that China strongly advocated the application to cyberspace of the UN Charter norm of non-interference in the internal affairs of other states. The article also discussed the notion, supported by China, that democratisation of Internet governance, and therefore the elimination of the strong US influence over the Internet Corporation for Assigned Names and Numbers (ICANN), conformed to a normative principle of good order, a principle the US also accepts. The analysis concluded that China’s agreement to the 2013 report by the UN Group of Governmental Experts (GGE) on cyberspace issues suggests that ‘China agrees in principle not only to the general application of international law to cyberspace, but also the application of specific aspects of international law, including the law of state responsibility, concepts in the UN Convention relating to the use of military force, and the law of armed conflict’. This was also the US position. The paper concluded that the 2013 GGE report represented ‘an implicit, general consensus on the definitions of key terms such as ‘use of force’ and ‘armed attack’ in cyberspace’,\(^\text{17}\) a view of the GGE report that is not really credible. A 2014 legal analysis from the US, ‘An International Law Response to Cyber Economic Espionage’, provides a useful analysis of the place of existing norms and organisations such as the WTO to address charges levied at China.\(^\text{18}\) By implication, it suggests correctly that China is already party to norms governing this practice. Michael Swaine provides a useful overview of how China views its interests in cyberspace and its general approach to norm development.\(^\text{19}\)

---


\(^\text{17}\) Ibid, 4.


Since this chapter is about "China the government", it focuses on official views. A government's view of international legal norms is only what it says it is or, in some cases, what it may unambiguously manifest by its actions over a sustained period. China's official views on international legal norms for cyberspace can be found in UN resolutions that China has supported beginning in 1998, in statements by Chinese officials in the UN General Assembly and its committees, in the World Summit on the Information Society (WSIS), the International Telecommunications Union (ITU), the UN-initiated Group of Governmental Experts (GGE) over several iterations,\textsuperscript{20} regional organisations, and in several treaties with a cyberspace aspect, such as the 2009 Treaty among members of the Shanghai Cooperation Organization (SCO),\textsuperscript{21} the Beijing Convention 2010\textsuperscript{22} on aircraft hijacking (with a clause on technical attack), and the Russia/China information security agreement of 2015.\textsuperscript{23} China's views can also be found in consideration of treaties it has rejected, such as the 2001 Budapest Convention on Cyber Crime and the 2012 Multinational Statement on Nuclear Information Security agreed by 31 states at the Nuclear Safety Summit that year. At the same time, unofficial analytical sources or working group reports do reflect opinions of senior government leaders and can be valuable supplementary material if carefully scrutinised.

\textsuperscript{20} The work of the Group of Governmental Experts set up by the United Nations to review certain aspects of international law relating to cyberspace provided the Chinese representatives the opportunity to outline Chinese official positions at far greater length and to sound out alternative approaches. Unfortunately, there is no public record of the Chinese representative's positions in these meetings, and only a few passing references from other participants to the positions they believe the Chinese representatives took. The formal reports of the GGE are mentioned later in terms of how they illuminate China's public position.


3. China’s Epistemic and Policy Communities

The characteristics of a country’s epistemic and policy communities will shape how it analyses and proposes norms and normative ideas on the international stage. Much will depend on the values and the discourse about values in domestic politics. In cyberspace affairs, there is a fundamental gulf in domestic approaches to the articulation of international legal norms between, on the one hand, China and like-minded countries such as Russia and, on the other, the US, the European Union, Japan and other Western countries. This chapter is not the place to analyse differences between epistemic communities or its impact on the subject at hand.24 Let it suffice for current purposes merely to observe that a dialogue with China on norms about cyberspace affairs may be challenging because of differences between the structure and priorities of the epistemic and policy communities inside China compared to those in major Western powers. After all, as Nye has observed, norm development relies on epistemic communities.25 If the epistemic communities are very different, then we must expect differences between national approaches to norm promotion.

We can cite, as just one example, the fact China has not been as vigorous as its Western counterparts in forensic dissection of existing international legal norms about the permissibility or otherwise of certain actions in cyberspace in time of war or in preparation for war. China has shown little interest even in a scholarly elaboration of possible approaches to cyber norms, such as the Tallinn manual.26 A far higher priority has been the articulation of cyberspace norms affecting political sovereignty at home in terms of controlling dissent and maintaining Communist Party rule. Simply put, the Government of China has a very basic view on national security aspects of international legal norms for cyberspace and they relate mainly to internal security.

In the absence of legal doctrines on the military uses of cyberspace that might emanate from the Ministry of Foreign Affairs or the Ministry of National Defence, we are left to speculate as to official views on key issues.

We can assume that it is China’s view, as it is that of most countries, that all activities preparatory for military combat (and national self-defence) not specifically prohibited by international law are permissible. This is captured well, between the lines, in the text of the 2015 agreement with Russia that commits each country to refrain from ‘unlawful’ interference in the information infrastructure of the other. This assessment is also captured directly in the language of a 2010 international treaty and associated protocol both signed by China and the US among others, that requires states to criminalise ‘technological attack’ (i.e. including cyber

24 An overview of China’s values for cyberspace affairs can be found in Austin, Cyber Policy on China.
attack) against civil aviation. Article 6 of the Protocol excludes situations of armed conflict and the lawful duties of the armed forces of a state from the purview of the treaty and protocol. Similar language can be found in other international treaties excluding their effect from situations of armed conflict and the lawful duties of the armed forces of a state.

Thus this chapter can throw some light on what China has hoped to get out of discussion on legal norms in terms of protecting or advancing its military security interests. But this will look and feel very different from the articulation of such expectations about norms among legal experts and political scientists in the West. The chapter is more useful for seeing how China sees the interaction in the international normative space between national security narrowly defined and broader conceptions of it based on economic interests.

4. Milestones in China’s Cyber Military Policy

This section of the chapter gives a very brief summary of how China’s military interests in cyberspace have developed from 1998 to the present. The purpose is not to tie subsequent discussion too narrowly to military affairs, but rather to reinforce the proposition that military use of cyberspace is a relatively new area of policy for China (beginning around 2003) and one that has developed only in fits and starts before taking a decisive turn in 2014.

China, like all states, has had to come to terms with a revolution in military affairs as a result of the rapid advance in the military potential of information and communications technologies. In 1998, the US published a formal Joint Staff doctrine on Information Operations (to include offensive computer attack), that had been many years in the making and which brought together elements that had been well practised in the single military services and separate intelligence agencies of the US. The same year, two Chinese military strategists were writing a book called Unrestricted Warfare, expressing concern about a range of developments, including information warfare, and foreshadowing an eventual shift by China to a similar strategy that US had adopted. Yet China was behind at the time. Table 2 offers a brief summary overview of milestones in China’s military policy in cyberspace.

---

28 United States of America, Joint Chiefs of Staff, Joint Doctrine for Information Operations, Joint Pub 3-13 (9 October 1998), http://www.c4i.org/jp3_13.pdf. This doctrine manual, which included options for computer network attack, was developed to implement a DoD Directive on Information Operations from 1996, the first of its kind in the US at joint force level.
30 For a discussion of the detail, see Austin, Cyber Policy in China, chapter Five.
Table 2. Milestones in China’s military development in cyberspace.

<table>
<thead>
<tr>
<th>Year</th>
<th>Event</th>
</tr>
</thead>
<tbody>
<tr>
<td>1998</td>
<td>Chinese military pays closer attention to military uses of cyberspace</td>
</tr>
<tr>
<td>1999</td>
<td>China observes US cyber operations against Belgrade electric grid</td>
</tr>
<tr>
<td>2000</td>
<td>Jiang Zemin declares shift to an information society, including in military affairs, and asks PLA to begin to shift focus</td>
</tr>
<tr>
<td>2001</td>
<td>PLA joins Informatisation Leading Group which is upgraded from Vice Premier control to Premier</td>
</tr>
<tr>
<td>2003</td>
<td>China shifts official military doctrine to take account of informatisation</td>
</tr>
<tr>
<td>2003</td>
<td>China conducts first mass cyber espionage ‘Titan Rain’</td>
</tr>
<tr>
<td>2006</td>
<td>Training regulations for information warfare approved</td>
</tr>
<tr>
<td>2006</td>
<td>National Informatisation Plan 2006-2015 (first such plan in in the civil economy)</td>
</tr>
<tr>
<td>2007</td>
<td>China undertakes a kinetic anti-satellite test (US cyber military power depends on space-based assets)</td>
</tr>
<tr>
<td>2010</td>
<td>Internet white paper says China’s cyber military capabilities are rudimentary</td>
</tr>
<tr>
<td>2011</td>
<td>Changes in General Staff communications structure</td>
</tr>
<tr>
<td>2011</td>
<td>Academy of Sciences publishes 2050 Roadmap for Information Technology</td>
</tr>
<tr>
<td>2013</td>
<td>Edward Snowden revelations deliver a sharp wake-up call to China’s leaders and security elites</td>
</tr>
<tr>
<td>2014</td>
<td>Xi declares China will become a ‘cyber power’ and takes over Leading Group; six months later Xi calls for a cyber military strategy</td>
</tr>
<tr>
<td>2015</td>
<td>China issues first ‘Military Strategy’ recognising outer space and cyberspace as the ‘commanding heights’ of international security</td>
</tr>
</tbody>
</table>

A simple time-line like this cannot convey the complexity of the military policy changes contemplated by China in the past 15 years, the immense bureaucratic and practical obstacles China would face in implementing any policy change, or the character of its international relations over the protracted time frame the changes would need to be made.

One essential conclusion to draw from this timeline is that China’s approach to international legal norms for cyberspace would have trailed behind this timetable, and not got ahead of it. If the pace of adjustment in cyber military affairs was gradual, then so too would have been the pace of development of an approach to international legal norms governing military affairs. Moreover, since the most radical changes in cyber military policy only occurred in 2014 and 2015, we can probably expect to see some acceleration in the pace around development of approaches to international legal norms for security in cyberspace. The situation with respect to internal security was markedly different, with China staking its positions in that area quite early by comparison.

5. Slow Start: 1998-2005

National security concerns only began to surface in China’s international legal practice for cyberspace around 1998 when it supported a resolution introduced by Russia in the First Committee on security aspects of information and telecom-
The Resolution (less than two pages long) seemed unremarkable. It cited three normative propositions: optimum exploitation of information and communications technologies (ICT) for development through broad international cooperation; fostering strategic stability and state security; and the need to prevent criminal or terrorist use of the technologies. Key elements of the original Russian draft had been dropped at the urging of the US. These deletions involved references to the use of information technology for military purposes, specific definitions of ‘information weapons’ and ‘information war’, the need for a regime of prohibition of the creation and use of information weapons, and provisions on the comparability of the impact of information weapons and weapons of mass destruction. In the same UNGA session, China supported a resolution (passed without a vote) which contained a section on ‘Information in the Service of Humanity’ in which it called for freedom of the press, a diverse media and rapid transfer to developing countries of information technologies. This resolution had carried over from previous years. Thus, in 1998, China was not really thinking in terms of crafting new international legal norms to govern cyberspace and there was wide agreement on the need to foster strategic stability and state security (expressed in the most general terms).

Throughout 1998 and 1999 China got a foretaste of the potential of international cooperation on cyberspace security issues when it found itself working alongside the rest of the world to prevent any dangers from the Y2K problem. At this time, Russia’s relations, under Boris Yeltsin, with the US were quite strong. Russia had just been admitted to the G8, and the two Presidents had agreed to include cyber security in their official bilateral agenda. Yet the divergence in approaches in the international community that the Russian-sponsored 1998 Resolution (53/70) was to open up were more fully revealed in a 1999 report by the UN Secretary General recording the formal position of ten member states provided by them in accordance with the terms of the Resolution. In its statement, Russia called for work to ‘begin on the development of international principles (e.g. a regime, a code of conduct for states)’ to strengthen international information security, with such principles subsequently ‘incorporated into a multilateral international legal instrument’, and working in partnership with the UN Conference on Disarmament. In its response,
the US was silent on emerging doctrines of information warfare, and declared that ‘it would be premature to formulate overarching principles pertaining to information security in all its aspects’. The US and its allies had a clear preference to keep cyberspace issues at the United Nations out of the purview of the First Committee ( disarmament) where the Russians had introduced it. China was silent on this emerging debate about a new treaty held up by Russia in 1999.

Thus in 1999, the US position was identical with the position of China in 2015 outlined later: that it may be premature to formulate over-arching principles, especially in regard to cyber warfare.

Subsequent versions of the annual resolution became more strident on security issues of concern to China and Russia. In the 1999 NATO war against the former Yugoslavia, the potential of information warfare was played out in several ways on which the public historical record is incomplete. Regardless of what actually transpired, there was some currency to the idea that network attack weapons had been used by the US for the first time ever in war. President Jiang Zemin was prepared to credit the reports as fact and his mind had been focused no doubt by what China saw as a precision (kinetic) attack by NATO on the Chinese Embassy in Belgrade. The 2000 version of the UN ICT/security resolution for the first time called on states to promote ‘possible measures to limit the [security] threats emerging in this field.’ Thus the idea was born that China and Russia wanted to use an arms control process of some sort to constrain US and allied capability, even though the US also supported this new language.

In 2000, Jiang Zemin appealed in a brief reference during a speech in Beijing to the World Computer Congress for a global Internet treaty in order to jointly strengthen information security management and to give full play to the ‘positive role of the internet’. His interventions coincided with the emergence in the G8 of the Okinawa Declaration on a Global Information Society which sought to promote a globally inclusive approach, but which remained largely a G8 exercise, including through its Digital Opportunity Task Force. At this time, China did not have a fully articulated diplomatic strategy for international security aspects of the information society, beyond those that affected economic settings, science

---

38 Ibid, 13.
39 For one account, see Myriam Dunn Cavelty, ‘Cyberwar’ in The Ashgate Research Companion to Modern Warfare, eds. George Kassimeris and John D. Buckley (England: Ashgate Publishing Limited, 2010), 123-144.
and technology or domestic security, including cyber crime. Nevertheless, it was actively trying to position itself in the diplomatic space especially with reference to a possible new treaty, Internet governance and ICANN. In 2000, a Chinese candidate for a seat on the Council of ICANN was unsuccessful but a researcher from the Chinese Academy of Sciences was elected as Council Chairman of Asia Pacific Top Level Domain Association (APTLD) by a unanimous vote. For China, ICANN arrangements have related directly to international security order because of the presumption that if governments like the US and like-minded countries controlled the governance of the Internet, they would continue to stimulate the flow of subversive material over it against the interests of states like China.

China took a more robust and engaged position on international collaboration on cyberspace issues in the framework of the Asia Pacific Economic Cooperation (APEC) group in support of its international economic security interests, including protection of critical infrastructure. One factor that facilitated China’s willingness to extend itself in APEC on debate about cyber-related norms or normative behaviour was that this group was fairly tightly focused on economic issues, studiously avoiding politically contentious issues (to the extent that China had ten years earlier agreed to Taiwan’s membership as an ‘economy’). This consideration meant that China did not have the same need or the potential in APEC to deal with political and security issues as it did in the UN framework. In October 2001, in the month after the 9/11 attacks in the US, China joined the APEC leaders in a statement after their summit in Shanghai that called for strengthening cooperation at all levels in counter-terrorism, including the protection of critical infrastructure, such as telecommunications.

The leaders also issued a lengthy action plan on developing e-APEC, which included many commitments by China to normative behaviour in the economic and social spheres of cyberspace development, including security, privacy protection, and consumer trust.

In May 2002, APEC Telecommunications Ministers, including China, agreed the Shanghai Declaration, which included as Annex A the Work Programme for their officials, and at Annex B, a more detailed ‘Statement on the Security of Information and

---

45 ICANN was incorporated as non-profit, non-governmental organization in 1998, but remained formally associated with the US Department of Commerce until 2015.
Communications Infrastructures. The annex expressed shared recognition of interdependence of the information infrastructure in cyberspace and, indeed, the interdependence of the information security of all members. The Programme of Action provided an impetus for convening expert groups on security related issues. As the APEC host, China has to be credited at least in part with the emergence of these processes.

These moves early in the decade were largely declaratory but provided a strong foundation for a leading role later by China in regional approaches and they closely foreshadowed the agreements on critical infrastructure supported by the Chinese representative in the 2013-2015 GGE convened by the United Nations.

At the Ministerial Meeting of APEC in Los Cabos, Mexico, on 23-24 October 2002, the participants agreed the ‘importance of protecting the integrity of APEC’s communications and information systems while allowing the free flow of information’. They ‘supported’ the ‘Cybersecurity Strategy’ which had been presented by the APEC Telecommunications and Information Working Group (in fact drafted by the US), and they ‘instructed Officials to implement the Strategy’. By this time, China had decided on a policy of social control of the Internet, realising that it could not ever achieve the technology to censor it completely. At the same time, China continued to maximise its technical capacities, and build the foundations of the biggest and most intrusive cyber-enabled internal surveillance system in the world.

In the United Nations setting, the 2002 version of the annual Russian-instigated ICT resolution saw a slight change in language. The preambular clause on the threats, previously very broad (‘may affect the security of states’), now specifically called out a ‘threat to the integrity of the infrastructure of states to the detriment of their security in both civil and military fields’. At this time, China began to stake out its independent views (unilaterally expressed) on legal norms for cyberspace, flagging them for the first time in a rather general statement in 2002, and reiterated in similar statements in 2004 and 2006. China called for the use of

53 See Austin, Cyber Policy in China, chapter 3.
54 Arguably, the US has the biggest and best capability for surveillance, but in terms of negative impact, relatively speaking, on the lives of people, it is China which has the more intrusive surveillance system.
information technologies in accordance with the UN Charter, including in respect of international security. As indicated in Table 2 above, it was at precisely this time that China was preparing the ground for its first shift to information war strategies in response to what it had seen the US and Russia developing.\(^59\)

In the 2002 statement, China’s Ambassador to the United Nations in Geneva, Sha Zukang,\(^60\) articulated the need for innovations in diplomacy to respond to the information society: ‘establishing international organisations and mechanisms that ensure the security and reliability of communication networks by fighting against viruses and cyber crimes.’\(^61\) China’s engagement in the preparations for the World Summit on the Information Society became an additional opportunity (a workshop) for the development of its normative positions. Sha offered an assessment of the current global situation with respect to the information society. Alongside unprecedented technological conditions for global economic and social development, and valuable ‘digital opportunities’ for economic development and social progress, he observed that the ‘infocom’ development around the world is ‘seriously unbalanced’. The digital divide is ‘widening instead of narrowing, putting the developing countries in a more disadvantageous position.’ He warned that this would ‘inevitably further aggravate the social and economic disparity’ and that the digital divide had to become a major focal point of international action.

His also laid out a six-point position statement on what states might do. First, he said, since ‘countries vary in their social and cultural traditions and level of economic development and informatisation, plans and measures they formulate for their own informatisation may well differ’. Second, information infrastructure is the ‘physical foundation of the information society’ and in the future it needs to ‘satisfy our demand for intelligence, diversification, personalisation, multimedia and globalisation as well as universal service’. Considerable attention needed to be given to developing countries to ‘accelerate their information infrastructure build-out’.

The third point addressed security more directly. He noted that this was multi-level, from promoting consumer confidence to countering terrorism. He said that this involved technologies as well as laws and regulations and would require international cooperation. Fourth, to foster the expansion of knowledge and skills, innovative mechanisms for training and human resources development were needed. Fifth, developed countries needed to ‘truly shoulder their responsibilities in helping the developing countries accelerate their informatisation processes’. Assistance could take the form of financial support, technology transfer and human resources training. Sixth, the private sector and the civil society would need to be closely involved but in international policy, ‘governments obviously should play the leading role’.

Subsequently, China started to firm up its commitment to the goals of common security in an interdependent cyberspace. This can be seen in its support for the
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60 Sha subsequently became the Under-Secretary-General of the United Nations responsible for the Department of Economic and Social Affairs (UNDESA). He was succeeded by compatriot, Wu Hongbo.  
61 Statement by Ambassador Sha Zukang.
December 2002 UN General Assembly Resolution (AREs/57/239) on ‘Creation of a global culture of cybersecurity’ and for the 2003 Geneva Declaration of Principles of the World Summit on the Information Society. This latter document observed that ‘[s]trengthening the trust framework, including information security and network security, authentication, privacy and consumer protection, is a prerequisite for the development of the Information Society and for building confidence among users of ICTs’. The Association of South East Asian Nations (ASEAN) agreed with China in 2003 to implement an ASEAN-China Strategic Partnership for Peace and Prosperity, with a declaration that expressed their joint intent: ‘to formulate cooperative and emergency response procedures for purposes of maintaining and enhancing cybersecurity, and preventing and combating cybercrime’.

The earlier UN resolutions beginning in 1998 had the effect of saying that information technologies were of concern to international and national security, whereas the other documents of 2002 and 2003 mentioned above saw China signing up to more explicit statements of what that meant and what should be done about it with other states. These themes as canvassed at the time were not much different in effect from what China’s GGE representative agreed to in 2015.

In 2004, the United Nations convened its first GGE to consider security aspects of ICT. That year, in its first statement to the Secretary General in connection with the call that was made in the first ICT/security resolution in 1998 for states to register their views, China made a fairly strong if brief intervention. It said that ‘information security has become a grave challenge in the field of international security’. China declared its support for ‘international efforts aimed at maintaining and promoting information security of all countries’, and it also supported the establishment of governmental expert group to discuss how common understandings on the issues might be advanced at the international level. The statement called for special attention to ‘information criminality and terrorism’. It reiterated the view that the ‘imbalanced development of countries in the field of telecommunications’ mandated a need for the international community to deepen cooperation in the research and application of information technology. In 2004, as part of a consultation mechanism for trilateral relations in the broad, which had been established at head of state level the year before, China, Japan and Korea agreed a work plan that included ‘projects on network and information security policies and mechanisms, joint response to cyber attacks (including hacking and viruses), information exchange on online privacy protection information, and creation of a Working Group to promote this cooperation’.

In 2005, China supported the Lima declaration by APEC Telecommunications
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64 Portnoy and Goodman, eds., *Global Initiatives to Secure Cyberspace*, 55.
Ministers\textsuperscript{65} which mentions their recognition of the ‘importance of ensuring the security and integrity of the APEC region’s communications infrastructure, in particular the Internet, in order to bolster the trust and confidence of users and enable the continued advancement of this infrastructure’. Several other APEC policy documents, signed off by China, were adopted that year:

- Guiding Principles for PKI-Based Approaches to Electronic Authentication;
- Principles for Action against Spam; and
- Strategy to Ensure a Trusted, Secure and Sustainable Online Environment.

By August 2005, it had become apparent that the first GGE, which had been set up in 2004, would not reach ‘consensus on a final report’\textsuperscript{66} According to the Russian representative, all members of the group (including China) but not the US representative, had agreed a number of points:

- The capability of ICT as an effective means of negatively affecting the civil and military affairs of a state;
- The powerful destructive force of information aggression;
- The potential for harmful acts in the information space both from states and non-state actors (criminals and terrorists);
- The existence of capabilities within states for covert use of cyber criminals; and
- The need for mutual efforts to reduce threats and strengthen trust in the information sphere\textsuperscript{67}.

Thus, by 2005, China had moved decisively on normative approaches to economic security aspects of cyberspace on the diplomatic and international legal stages. In party with other states, it had called out counter-terrorism as a key security issue to be addressed through legal norms or normative behaviours in cyberspace and was calling out the need to be prepared for ‘information aggression’. China’s experience reviewed above shows that APEC and a number of regional mechanisms (such as Japan-China-Korea trilateral) were more productive than the UN as a forum on cyberspace norms.

6. Higher Tempo: Cyber War more Central 2006-2013

China took a dramatic step in 2006 through its membership of the Shanghai Cooperation Organization (SCO) when it supported a declaration by it on information security.\(^\text{68}\) This manifestation of China’s strategic intent in normative debates on cyberspace included an assessment of the revolutionary impact of ICT on security: ‘ICTs are shaping the global information environment, on which foundation rests the political, economic, defence, socio-cultural and other components of national security and of the entire system of international security and stability’. The statement expressed concern about a ‘real danger that ICT would be used for the purposes of bringing serious harm to the security of the individual, society and states by breaching fundamental principles of equality and mutual respect, non-interference in internal affairs of sovereign states, the peaceful settlement of disputes, non-use of force, and the observance of human rights’. The signatories called for a range of unspecified measures at bilateral, multilateral and global levels to address the new threats.

This declaration was referred to in the final communique of the summit as ‘Statement of Heads of State of Member States of the Shanghai Cooperation Organisation on International Information Security’.\(^\text{69}\) The communique declared that ‘Threats of a military-political, criminal or terrorist nature to information security constitute common challenges for all member states that need to be dealt with through prompt joint measures’. It noted that an SCO experts’ panel had been ‘entrusted with the task of producing a long-term plan of action for the maintenance of information security before the next Summit in 2007, including ways of solving this problem within the SCO framework’. One import of this was that the membership of the SCO (all authoritarian states) strongly identified with China’s positions on most issues, especially the balance to be struck between state sovereignty and international openness.

According to a later Russian study, the Heads of State agreed that the threats to international information security should be dealt with through the observance of international law.\(^\text{70}\) (This presaged China’s support for the same proposition in the 2013 report of the UN GGE report discussed later.)

In a statement to the UN in 2006, China went much harder on the need for states to respect the differences in political systems, asserting that understanding of the principle that the free flow of information ‘should be guaranteed under the premises that national sovereignty and security must be safeguarded and that the historical, cultural and political differences among countries be


\(^{70}\) Berditskii, ‘An International Agreement on Cyber Security: Is Consensus Possible?’
It asserted its doctrine that there is a legally-bounded, sovereign cyberspace, a Chinese Internet: ‘each country has the right to manage its own cyberspace in accordance with its domestic legislation’. It positively appraised the work of the GGE because it offered the opportunity for a ‘profound exchange of ideas and offered numerous valuable proposals’, even though it failed to produce a consensus report. It indicated its support for reconvening a similar group.

In 2006, the ASEAN Regional Forum (ARF), a cooperative security and preventive diplomacy forum for heads of states and/or foreign/defence ministers of the ASEAN states plus China, Russia, the US, Japan, North and South Korea and Australia, among others,72 issued a statement on security in cyberspace, acknowledging the ‘importance of a national framework for cooperation and collaboration in addressing criminal, including terrorist, misuse of cyberspace and encourage the formulation of such a framework’.73 It recognised the ‘serious ramifications of an attack via cyberspace to critical infrastructure on the security of the people and on the economic and physical well-being of countries in the region’, as well as ‘stressing the need for cooperation between governments and the private sector in identifying, preventing, and mitigating cyber-attacks’. The statement was largely focused on cyber crime and cyber terrorism, and it called on states to make necessary changes to domestic law enforcement as we cooperate internationally.

At the summit of SCO Heads of State in August 2007, the members signed a series of documents, among which was an ‘SCO member countries’ action plan to safeguard international information security’.74 It committed them to ‘work together to jointly address growing network and information security threats’. It expressed ‘concern over the threat of using [information technology] for purposes inconsistent with the tasks of protecting international stability and security’. An SCO seminar in June has already raised the idea of creating a ‘unitary Eurasian information space’75 (an SCO Internet?).

In 2009, the SCO formally agreed a treaty on the subject.76 This was the first international treaty on information security that specifically addressed the range of issues that had been canvassed in the annual UN resolutions ‘in the context of international security’ since the expanded version of 1999. Article 3 of the 2009 treaty commits the parties to cooperate to eliminate a wide range of threats; and ‘to work up collective measures for the development of international legal norms in the area of limiting the proliferation and application of information weapons that create
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72 Bangladesh, Canada, European Union, India, Mongolia, New Zealand, Pakistan, Sri Lanka, and Timor-Leste.
76 Shanghai Cooperation Organization, Agreement between the Governments of the Member States of the Shanghai Cooperation Organisation.
threats to defence preparedness, and national or collective security’. Annex 2 over three pages describes five categories of threat:

- Development and use of information weapons, and the preparation and conduct of information war;
- Information terrorism;
- Information crime;
- Use of a dominant position in information space to harm the interests and security of other countries; and
- Spreading of information impacting negatively on the socio-political and socio-economic systems, spiritual, moral and cultural environment of other countries.

Annex 1 carries definitions of 13 basic concepts, among which the most important is the overarching concept of ‘international information security’, defined as the ‘maintenance of international relations excluding the breach of peaceful stability and the creation of a threat to the security of states and world society in the information space’.

Also in 2009, China and ASEAN signed a framework agreement on network and information security emergency response,\(^\text{77}\) as a follow-up to their agreement in 2005 on ICT cooperation for development (the Beijing Declaration) and a related agreement in 2007.\(^\text{78}\) The 2007 agreement had also set up an ASEAN-China experts group on network security. The two sides commenced an annual seminar on network security in 2009, meeting for the first time in China.

In 2010, China published a White Paper on the Internet in China, an event that came a full fifteen years after the technology began to be introduced into the country outside of its universities.\(^\text{79}\) One of the primary motivations for publishing the White Paper was to set out the public values around use of the Internet. The White Paper affirms freedom of speech, democratic supervision of government policies and the citizens’ constitutional right to know. In one of six main sections, China discussed its commitment to collaborate internationally in cyber security, referencing a number of its activities mentioned above.

It was in this 2010 White Paper that China staked out a more comprehensive vision of international order concerning the Internet. It said ‘China supports the establishment of an authoritative and just international internet administration organisation under the UN system through democratic procedures on a worldwide scale’. It said China was looking for all countries to ‘have equal rights in participating in the administration of the fundamental international resources of the


internet’, with a ‘multilateral and transparent allocation system’ to be established ‘on the basis of the current management model’. It noted that the ‘development of the internet industry brings with it a series of new scientific and moral problems’. It reaffirmed that China would share with other countries the ‘opportunities brought by the development of the Chinese Internet industry’, ‘unswervingly stick to its opening-up policy, open the Chinese internet market in accordance with the law, welcome enterprises from other countries to enter the Chinese internet market’, continue to abide by its general obligations and specific commitments as a WTO member, and ‘protect the legitimate rights and interests of foreign enterprises in China’.

In 2010, a new UN GGE, constituted one year earlier with China participating, reached important agreements. First, on the threats, it concluded that there is ‘increased reporting that states are developing ICTs as instruments of warfare and intelligence, and for political purposes’; and that ‘uncertainty regarding attribution and the absence of common understanding regarding acceptable state behaviour may create the risk of instability and misperception’.

The GGE made the following recommendations ‘for the development of confidence-building and other measures to reduce the risk of misperception resulting from ICT disruptions’:

- Further dialogue among states to discuss norms pertaining to state use of ICTs, to reduce collective risk and protect critical national and international infrastructure;
- Confidence-building, stability and risk reduction measures to address the implications of state use of ICTs, including exchanges of national views on the use of ICTs in conflict;
- Information exchanges on national legislation and national information and communications technologies security strategies and technologies, policies and best practices;
- Identification of measures to support capacity-building in less developed countries; and
- Finding possibilities to elaborate common terms and definitions relevant to General Assembly resolution 64/25.

In addition, the APEC Working Group on Telecommunications agreed in 2010 an action plan for 2010-2015 in which one of five streams was devoted to a ‘safe and trusted ICT environment’, with a focus on domestic policies: capacity-building, cyber security awareness, security initiatives with industry, safer online environments, and promotion of the Internet economy.
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China’s preparedness to collaborate in international rule making for security in cyberspace was demonstrated when it supported the clause in the 2010 Beijing Convention calling on states to criminalise ‘technical attack’ on aircraft in flight or air traffic control systems.\(^83\)

In January 2011, the US and China committed for the first time a Head of State level to work together on a bilateral basis on issues of cyber security, but this was a passing mention in a set of more than twenty additional issues listed in one long sentence that were judged less important than the substantial number already covered in the statement with some elaboration.\(^84\) This relatively low public prominence for cyberspace issues belied the high importance that both sides privately attached to them, not least in China’s case after the revelations the previous year about the US use of the Stuxnet worm. For the US, there was a rising concern about China’s use of cyber espionage, especially activities that threatened the safe functioning of its national critical infrastructure.

In a 2011 speech to UN, China’s disarmament ambassador Wang Qun acknowledged the transformative aspect of the influence of ICT on security: ‘information and cyberspace security represents a major non-traditional security challenge confronting the international community. Effective response to this challenge has become an important element of international security’.\(^85\) Use of the term ‘non-traditional’ has been a device used by Chinese leaders and officials to avoid giving the impression that the information age has totally transformed the traditional approaches to security. He went on to say that the international community should view this issue from the new perspective of ‘a community of common destiny’ and ‘work together towards a peaceful, secure and equitable information and cyber space’. We can probably assume that this approach contrasts quite strongly with that of mainstream military strategists in China. (It is equivalent to the shift by the Soviet Union under Gorbachev to the idea of common security, a shift that was essential for ending the Cold War.) Wang advocated five principles, as set out in Table 3.

Of some note, Wang directly appealed for the rules of the road, a call heard earlier in the year from the US. Wang said:

‘[I]n this virtual space where traffic is very heavy, there is, hitherto, no comprehensive ‘traffic rules’. As a result, ‘traffic accidents’ in information and cyberspace constantly occur with ever increasing damage and impact. Therefore, the development of international norms and rules guiding the activities in information and cyberspace has become an urgent task.’\(^86\)
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\(^{83}\) Convention on the Suppression of Unlawful Acts Relating to International Civil Aviation.


\(^{86}\) Ibid.
Table 3. China’s normative principles for cyberspace (2011).

<table>
<thead>
<tr>
<th>Peace</th>
<th>War avoidance, active preventive diplomacy, and promote the use of information and cyber technology in maintaining security; commit to non-use of information and cyber technology for hostile actions and non-proliferation of information and cyber weapons; while retaining the right of self-defence against ‘threats, disturbance, attack and sabotage’; prevent a cyber arms race and settle disputes peacefully.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Sovereignty</td>
<td>States remain the main actor in governance of information and cyberspace; sovereignty and territorial integrity remain basic norms; countries should build a comprehensive and integrated national management system for all aspects of cyberspace; cyber technology should not be used as ‘another tool to interfere in internal affairs of other countries’.</td>
</tr>
<tr>
<td>Balance between freedom and security</td>
<td>Uphold the rule of law to keep order in information and cyberspace; practicing power politics in cyberspace in the name of cyber freedom is untenable.</td>
</tr>
<tr>
<td>Cooperation</td>
<td>Interdependence of cyber networks (‘interlink with each other and belong to different sovereign jurisdictions’) means that ‘no country is able to manage only its own information and cyber business’ or ‘ensure its information and cyber security by itself’; all countries need to work together.</td>
</tr>
</tbody>
</table>

In 2011, in order to promote such a policy agenda on the international stage, China and several other countries (Russia, Tajikistan and Uzbekistan) submitted to the United Nations General Assembly a proposal for an International Code of Conduct for Information Security. The draft code calls on states to observe international law as set out in the UN Charter as well as ‘universally recognised norms governing international relations that enshrine, inter alia, respect for the sovereignty, territorial integrity and political independence of all states’. The code also calls on states ‘not to use information and communications technologies, including networks, to carry out hostile activities or acts of aggression, pose threats to international peace and security or proliferate information weapons or related technologies’.

Russia was the driving force behind this, not China, but it nevertheless represented a new level of international mobilisation by China. These proposals go close to matching those previously elaborated by Chinese representatives. This idea of common security received further expression in 2012 (not referencing information security in particular) in a speech by Vice Minister of Foreign Affairs Cui Tankai to the Asia Society in Hong Kong: ‘we believe countries should build mutual trust and seek common security … Security at the expense of others will only make us less secure’.

In August 2011, a political commentator from the Chinese National Defence University observed:

‘I think that first we should follow the basic norms of the Charter of the United Nations and other internationally recognised norms, establish and improve cyberspace theory around national interests and sovereignty with Chinese characteristics, build our own network warfare theory, develop a cyberspace policy and legal system with our own characteristics, and in the world support the principle of building a harmonious cyberspace.’

In October 2012, a Chinese diplomat elaborated the same point differently, including a direct invocation of existing international law:

‘Peaceful use of cyberspace benefits the interests of every country and the common interests of mankind. We call upon all countries to observe the UN Charter and universally recognised international laws and norms governing international relations, not to take advantage of their internet technologies and resources to jeopardise the national security of other countries, not to conduct hostile activities against other countries or threaten international peace and security, and not to research, develop or use cyber weapons.’

Work on the Code of Conduct between Russia and China had proceeded in tandem with a series of discussions in various forums in 2012 on a draft UN Convention on Information Security which had been prepared by a group of Russian experts. China was actively involved in several of these forums to discuss the draft. Track 2 discussions on China’s approach to international legal norms for cyberspace also became more focused and productive by 2012, showing areas of agreement and disagreement between unofficial representatives of China and the US.

In March 2013, China had to deal with an unusually robust set of public demands on it to curtail what the US saw as its malicious activities in cyberspace. The US National Security Adviser, Thomas Donilon, called on China to undertake a bilateral dialogue with the US to establish ‘acceptable norms of behaviour in cyberspace’.

In June 2013, the GGE, with a Chinese representative participating, reached consensus that the rules of international law do apply in cyberspace and called for more development work on future norms and the promotion of confidence
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92 There were several forums for such meetings, including those organised between US think tanks and a range of counterparts in China. Those organised (separately) by the EastWest Institute and the Centre for Strategic and International Studies (CSIS) had begun in 2009. Those conducted by the EastWest Institute included contacts with the Central Military Commission, at the time China’s highest decision-making body in strategic policy. The summary report of the CSIS meetings in 2012 is particularly illuminating. See Center for Strategic and International Studies (CSIS), Bilateral Discussions on Cooperation in Cybersecurity.
building.\textsuperscript{93} The GGE also called out what this meant in terms of the application of norms of sovereignty, human rights and state responsibility. Key excerpts are here \textit{verbatim}:

- ‘The application of norms derived from existing international law relevant to the use of ICTs by States is an essential measure to reduce risks to international peace, security and stability.’
- ‘Common understandings on how such norms shall apply to State behaviour and the use of ICTs by States requires further study.’
- ‘Given the unique attributes of ICTs, additional norms could be developed over time.
- ‘International law, and in particular the Charter of the United Nations, is applicable and is essential to maintaining peace and stability and promoting an open, secure, peaceful and accessible ICT environment.’
- ‘State sovereignty and international norms and principles that flow from sovereignty apply to State conduct of ICT-related activities, and to their jurisdiction over ICT infrastructure within their territory.’
- ‘State efforts to address the security of ICTs must go hand-in-hand with respect for human rights and fundamental freedoms set forth in the Universal Declaration of Human Rights and other international instruments.’
- ‘States should intensify cooperation against criminal or terrorist use of ICTs, harmonise legal approaches as appropriate and strengthen practical collaboration between respective law enforcement and prosecutorial agencies.’
- ‘States must meet their international obligations regarding internationally wrongful acts attributable to them.’

In the debate in the First Committee in October 2013, China’s delegate presented an enriched picture of Chinese threat perception by referencing pre-emptive military strike while referring to earlier ideas, such as some countries using their dominant position in cyberspace to interfere in internal affairs of others, export controls on ICTs, and militarisation by some countries of cyberspace.\textsuperscript{94} He reiterated the idea of common security: ‘Cold War mentality and zero sum game theory is neither feasible nor tenable in the information space.’ He advocated four principles and three measures.


International Legal Norms in Cyberspace: Evolution of China’s National Security Motivations
The principles were familiar:
- States should observe the UN Charter and not threaten each other in cyberspace;
- States should not use ICT dominance to interfere in other states affairs;
- There should be equitable and democratic governance of the Internet; and
- States should promote exchange of ICT for peaceful development across the digital divide.

The three measures were:
- ‘[D]evelop a set of universal and effective international norms and rules governing activities in information space’;
- Make full use of the GGE to ‘deepen mutual understanding and explore the international norms and rules’; and
- ‘[G]ive play to the leading role of governments’, who have a leadership role domestically in stimulating private-public initiatives and multi-stakeholder approaches, while at the international level to drive cooperation in combating cyber crime and cyber terrorism, and in protecting critical information infrastructure.

The delegate then observed that China had an exemplary record in promoting global cooperation through its work in various global and regional organisations.


Starting from 2014, the pace of China’s efforts around international legal norms in cyberspace has been the most intense since China joined the global information economy in 1993. The quickening of pace can be traced to February 2014, when President Xi Jinping declared that China would do everything necessary to become a cyber power and that there could be no national security without cyber security.

Key policy developments that demonstrate Xi’s earnestness have been his call in September 2014 for China to develop a military strategy for cyberspace, and the delivery of elements of such a cyber concept (in broad terms) in May 2015 in
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95 This is the year China set up its first national body for the information economy, a technocratic policy group which eventually transformed itself through several iterations, expansion and political upgrading into the Central Leading Group for Informatisation and Cyber Security, a leadership group of the Communist Party and the State Council formally (re)constituted in 2014 and chaired by President Xi Jinping.

'China's Military Strategy', the first official document of its kind released in public with that title. The depth of the commitment was also revealed in a governmental restructuring to create the Cyberspace Administration of China, an organisation that was assigned to support the freshly reorganised Central Leading Group on Informatisation and Cyber Security, upgraded by Xi when he took it over at the time of the 'cyber power' announcement. We could reasonably conclude that these moves might have been accompanied by some adjustment in China’s approach to international legal norms for cyberspace. For example, if China was now committed in public to joining the ranks of military cyber power powers, one might have expected its position to shift more toward accommodating the views of other major cyber military powers.

As this chapter was being completed, China played its strongest card yet in the diplomacy of cyber norms. In early September 2015, it sent the Politburo member with responsibility for China’s non-military spy agencies, Meng Jianzhu, to Washington for four days for official discussions to try to dampen controversies with the US about the norms of cyber espionage in advance of a state visit by President Xi Jinping. This was the high point in direct official contact on the subject resulting from a robust diplomatic campaign by the US which reached a peak in March 2013 when National Security Adviser Thomas Donilon made public demands on China to abide by rules of the road prohibiting cyber espionage for commercial purposes.

Just weeks earlier, the United Nations published the report of the fourth Group of Governmental Experts (GGE) on certain aspects of information and telecommunications affecting international security. With Chinese representation in the GGE, this report marked a new high point in intergovernmental consensus on some related issues, including most importantly the endorsement of a range of possible ‘voluntary, non-binding norms, rules or principles’ for restraint in international cyber practices.

The 2015 GGE report reached an agreement on three important and potential ‘voluntary non-binding norms’ for state behaviour in cyberspace:
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98 Of special note, Meng controls the civilian spy agencies (Ministry of State Security for external intelligence and Ministry of Public Security for domestic intelligence). He does not control the main signals intelligence agency of China which sits in the People's Liberation Army, under the control of the Central Military Commission of the Chinese Communist Party (CCP). Meng is the Secretary of the Central Political and Legal Commission, one of the most powerful political bodies in the country because of its role is the protection of all aspects of the 'political and legal' system in the country.
• States should not attack each other’s critical infrastructure for the purpose of damaging it;
• States should not target each other’s cyber emergency response systems;
and
• States should assist in the investigation of cyber attacks and cyber crime launched from their territories when requested to do so by other states.  

These proposals represented important refinements of previous Chinese positions in UN forums in providing that states should be held accountable for acts that were more precisely defined than simply being against the UN Charter principles. At the same time, all three of these proposed norms had been foreshadowed in China’s diplomatic activity in some way, principally in APEC beginning of 2001, with ASEAN after 2003, and in China’s support for the formation of the Asia Pacific Computer Emergency Response Team (APCERT) in 2003 (at a meeting in Taipei).

In the first half of 2015, China made three other important advances in its approach to international legal practice for cyberspace. First, on 8 May, it concluded a formal agreement with Russia not to interfere unlawfully in each other’s information resources and networks. Second, China and the US agreed to negotiate a ‘code of conduct’ of some kind in cyberspace. Third, though less important, in January, China had participated in tabling a slightly revised draft of the proposed code of conduct for cyberspace initially submitted to the United Nations in 2011.

By signing the new bilateral agreement in May, China and Russia together appear to have pre-empted the advisory effect of the GGE report, and its recent predecessors, to give legal effect to some of the principles proposed. The bilateral agreement goes very close to constituting a formal military alliance in cyberspace, since it lays out a mutual obligation of assistance in the event of a wide range of cyber attacks.

The Russia/China agreement is the fulfilment of a decade of involvement by the two countries in cooperative measures on cyberspace governance, including through the Shanghai Cooperation Organization talks beginning in 2006. The new agreement formalises at a bilateral level the countries’ proposal in the UN system for a code of conduct in cyberspace. The agreement is as much about that effort as it is about strengthening each other in the face of US cyber pre-eminence. Article one describes malicious use of cyberspace ‘as a fundamental threat to international
security’. Article 4 only commits the two countries not to undertake actions like ‘unlawful use or unsanctioned interference in the information resources of the other side, particularly through computer attack’.

This is not a commitment to refrain from all use of military cyber assets against each other. Article 4 only says that each country has an equal right of self-defence in cyberspace against ‘unlawful use or unsanctioned interference in the information resources of the other side, particularly through computer attack’. Neither Russia nor China regards cyber espionage or preparations for war in cyberspace as ‘unlawful’ or ‘unsanctioned’. Of some note, Article 6.2 commits both parties to protect the state secrets of the other in cyberspace, and references a prior bilateral treaty with that general effect dating from 24 May 2000. The Russia/China agreement in its totality may put some pressure on other states to follow suit in the diplomacy of military cyberspace cooperation.106

The preamble has extensive new language on the sovereignty principle, with both sides reaffirming that ‘state sovereignty and the international norms and principles flowing from state sovereignty, extend to the conduct of states in their use of information and communications technologies and the jurisdiction of states over the information space, and in the same way, a state has sovereign rights to define and undertake state policy on questions connected with the information and telecommunications network of the Internet, including the maintenance of security’.

It should be noted that the idea of a ‘code of conduct’ long advocated by China and Russia is just another way of laying down a set of voluntary non-binding norms of the kind agreed by the GGE in 2015. In sharp contrast, the 2015 agreement with Russia delivers to China an alliance relationship to buttress its information security and support its capacity development as it keeps its sights on Xi’s goal of China becoming a cyber power. Furthermore, as I have often argued, China’s interests in economic security aspects of cyberspace may now be driving it to some accommodation with the US on normative behaviours. Thus, between 2014 and 2015, China could feel it was making headway both in its political contest with the US over cyber norms and in its quest to become a cyber power even if that meant winning some diplomatic battles and losing others.

8. Conclusion

China’s approach to international legal norms for cyberspace has not changed fundamentally at least since 2002 when the country made its first major statement

on the subject in the UN General Assembly. There has been useful elaboration by China on some of the detail, especially concerning protection of critical infrastructure and emergency response, which contributed to the meeting of minds in the UN GGE in 2015.

One important change has been in China’s sense of urgency in using such norms to restrain countries like the US from more rapid strengthening of what China sees as the US hegemonic position in cyberspace. The cause of this change is China’s deepening sense of insecurity in cyberspace, both domestically and on the international stage. Even though the place of espionage in China’s exploitation of cyberspace has also expanded dramatically since 2002, this represents no change in its approach to international legal norms for cyberspace. China’s interests in international cooperation to protect critical cyber infrastructure and, separately, to counter terrorism in cyberspace have deepened. At the same time, China has been sending conflicting signals about how to strike a balance between sovereign rights for control of sensitive cyber technologies in the name of national security and norms that allow for continued deep integration in a globalised ICT industry and a global cyberspace. China’s interest in using advanced ICTs, especially for domestic political control has deepened enormously, and this carries important implications for its positioning on international legal norms in cyberspace.

China’s main international security concerns have been military cyber conflict and foreign interference in Chinese domestic networks for the promotion of political dissent. China’s position has largely been one about which norms should apply and in what circumstances, while emphasising the need for discussions about new normative behaviour and possible new norms, including a possible code of conduct or treaty that is specific to the action of states in cyberspace. While recognising that the normative position China takes on certain issues (its interpretation of international law) is ethically distinguishable from those taken by the US and like-minded countries, or from those that various scholars including me might take, suggestions that China has not been prepared to engage or promote new norms, or that such negotiations must be a zero sum game, are not ones I would support. Moreover, we need to recall that the normative differences between the US and the European Union are also significant, if not perhaps as big as those between the US and China.

There have been multiple sources of confusion about China’s position: under-appreciation of the overriding importance to China of existential security needs in cyberspace; lack of clarity in discussion by Chinese participants in Track 2 meetings, and even in the GGE, between international legal norms and other norms; reliance on unofficial interlocutors who, while working for the Chinese government, have few qualifications to represent a formal view of the Chinese government; and

mistaking norm entrepreneurship (and its relentless propagandistic pursuit) in military affairs as the totality of China's position. A state's position on an international legal norm is only what the state's plenipotentiary representatives say it is.

By September 2015, there are increasing signs that China feels obliged to cooperate in cyberspace rather than risk the fabric of its economic ties. China’s economy is almost certainly not immune from serious damage that could be brought on by a US cyber attack. In both countries, elements of the civil infrastructure dependent on the cyber domain (mobile communications, Internet, electricity grids, land lines, undersea cables, banking) are inter-mingled with military assets. In most countries, the mingling is so profound that it is called ‘entanglement’. In broad terms, this characteristic is shared with all countries. But exactly just how this entanglement, and its impact on China’s normative behaviour looks from Beijing’s perspective is worthy of much deeper study.